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INTRODUCTION 
 

A. PURPOSE OF THE ORGANISATION, MANAGEMENT AND CONTROL MODEL 

 

This document describes the Organization, Management and Control Model adopted by 

CIVITANAVI SYSTEMS S.p.a. (hereinafter "CIVITANAVI") pursuant to Legislative Decree no. 231 

of 8 June 2001 (hereinafter also "Legislative Decree 231/01" or "Decree"). 
 

The Organization, Management and Control Model (hereinafter also the "231 Model") represents a 

coherent set of principles and operating rules that govern the internal functioning of the Company 

and the ways in which it deals with the outside world and it describes the control system of sensitive 

activities, in order to prevent the committing of or attempts to commit offenses referred to in 

Legislative Decree 231/2001. 
 

The adoption of 231 Model therefore allows the Company: 
▪ to prevent and fighting against the committing of offenses established by Decree 231 and 

discipline the Company's units behaviour contrary to the Decree and Company's rules, 

thanks to monitoring actions on sensitive activities; 
 

▪ to bring to the attention of all personnel of the Company and third parties (customers, 

suppliers, collaborators, partners, etc.) the necessity to adopt, in the conduct of their 

activities, correct and transparent conduct in line with the ethical andsocial values of the 

Company in the pursuit of preventing the risk of committing an offense established by Decree 

231; 
 

▪ to increase the awareness of the above-mentioned actors of the fact that illegal behavior 

could lead to administrative sanctions against the Company and those who are contrary to 

the interests of the Company even when it apparently could benefit from such behavior; 
 

▪ to verify, rationalize, review and integrate the decision-making and operational processes, as 

well as the control systems of the Company; 
 

▪ to introduce and disseminate the awareness among the personnel of the Company to respect 

and apply the rules of conduct and preventive protocols explaining that violation of their 

provisions potentially can be resulted in criminal, civil and disciplinary liability. 
 

B. RECIPIENTS OF THE 231 MODEL 

 

Personnel of the Company are considered to be recipients (hereinafter the "Recipients") of the 231 

Model. Recipients undertake to comply with the content of the 231 Model, that applies to , by way of 

example: 
▪ those who perform, even de facto, representative, managerial administrative, executive and 

controlling roles in the Company; 
 

▪ employees and collaborators of the Company, of any degree and under any type of 

contractual relations. 
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These Recipients, and in particular those who carry out risk activities under the provisions of the 231 

Model, must comply with all requirements timely, even in fulfillment of the duties of fairness and 

diligence arising out from the established legal relations with the Company. 
In addition, provisions of the Code of Ethics of Ethics is binding, based on certaincontractual clauses, 

to all Third Parties, not belonging to the Company's organization, but operating on behalf of or in the 

interest of the Company. 
 

C. STRUCTURE OF 231 MODEL 231 

 

The CIVITANAVI 231 Model consists of: 
▪ General Part, which describes the function of the 231 Model, the regulatory framework of 

reference, the structure of the 231 Model adopted by the Company, briefly illustrates the 

methods of identifying risks and analyzing prevention measures, the Management and 

Control System introduced in the Company, the functions and activities of the Supervisory 

Body and the current disciplinary system; 
 

▪ Special Parts, which identify, in relation to the relevant types of offense, the business 

processes which are potentially at "risk 231", contain exemples of the hypothetical methods 

of committing offenses and define the behavioral principles to be respected as well as the 

reference safeguards for risk prevention. 
 

The following are also to be considered integral and substantial parts of the 231 Model:  
▪ the Code of Ethics, which defines the general values and principles of ethics, the Company's 

personnel must comply with; 
▪ the Management and Control System of the Company, set forth in paragraph 3.2. 

 

1. THE REGULATORY FRAMEWORK 

 

1.1 THE RESPONSIBILITY OF THE ENTITIES 

Legislative Decree no. 231 of 8 June 2001 introduced in Italy the "Discipline of the administrative 

responsibility of legal persons, companies and associations even without legal personality", which 

establishes the direct responsibility of the Entities for unlawful acts committed in their interest or to 

the advantage of the Company's personnel in key positions or their subordinates.  
It implies an administrative liability imposed on legal entities in addition to the criminal liability of the 

natural person belonging to the such entities, who committed the unlawful act. 
In particular, legal entities areresponsible for offenses committed in its interest or for its own benefit 

by: 
▪ top managers: natural persons who hold key positions.  

This concept includes those who have powers of representation, administration or direction 

of the legal entity or of one of its organizational units endowed with financial and functional 

autonomy and those who exercise, even de facto, the management and control of such legal 

entity; 
▪ subordinates: natural persons subject to the direction or supervision by the top 

management.  
This concept covers employees and, more generally, all workers subject to the supervision 

of the top management. 
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The notions of "interest" or "advantage" of the legal entity, in according with the applicable law, 

represent two distinct criteria for attributing responsibility that may be alternatively present. 
In particular, the criterion of "interest" expresses an appreciable evaluation "ex ante", that is, at the 

time of the offense was committed due to a markedly subjective criterion, while "advantage" has an 

essentially objective meaning"ex post" based on the concequences derived from the realization of 

the offense. 
On the other hand, the legal entity is not liable when the predicate offense was committed by a 

company functioning exclusively for the purpose of pursuing its own interest or of third parties. 
The administrative liability of the legal entity exists only for certain offenses, expressly indicated by 

the legislator in the Decree itself or provided for by specific laws, which are commonly defined as 

"predicate offenses". 
For the list of predicate offenses, updated to the last legislative intervention, please refer to Annex 

1 – List of predicate offenses. 
The responsibility of the legal entity is independent of the responsibility of a natural person, which 

means that it exists even when the offender has not been identified or is not attributable to and when 

an offense is extinguished for a cause other than amnesty. 
This liability also exists for offenses committed abroad, provided that the state of the place where 

the act is committed does not proceed against these legal entities.  
The responsibility of the legal entity also occurs in the event that the predicate offenses are carried 

out in the forms of the attempt. In the latter case, the penalties are reduced from one third to the half. 
However, the legal entity does not respond when it voluntarily prevents the completion of the action 

or the realization of the event. 
 

1.2 THE EXEMPTING CONDUCT 

Articles 6 and 7 of Legislative Decree no. 231/2001 provide for specific forms of exemption from the 

administrative liability of legal entities, depending on whether offenses are committed by top 

managers or by employees directed or supervised byothers. 
When an offense is committed by employees in key positions, Art. 6 provides for the exemption of 

liability if the legal entity demonstrates that: 
✓ the management body has adopted and effectively implemented, before an offense was 

committed, a model of organization and management to prevent the offensesof the kind that 

was occurred; 
✓ Supervisory Body with autonomous powers of initiative and control is empowered to 

supervise, monitor and update the 231 Model; 
✓ the person responsible for has committed an offense by evading the 231 Model in a 

fraudulent manner; 
✓ there has been no omission or insufficient supervision made by the Supervisory Body. 

 

Provided an offense was committed by subordinates, the legal entity is held responsible if such 

action became possible due to the infringement of the management and supervision obligations. 

The Decree provides that non-compliance with the obligations of management and supervision can 

be avoided provided the legal entity, before an offense was committed, had adopted and had 

implemented an appropriate Organization and Management Model suited for preventing offenses of 

the kind that occurred. 
 

The legal entity's exemption from liabilityis not based on the mere adoption of the Organizational 

and Management Model, but based on its effective implementation, which must be achieved through 

appropriate application of all preventive measures and controls necessary to limit the risk of 

committing the predicate offenses.  
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In this sense, Legislative Decree 231/2001 provides specific indications regarding the minimum 

content of the 231 Model. In particular, the Decree requires that the Model contains: 
o the identification of the actions resulted in committing offenses; 
o  suitable measures to ensure the performance of the activity in compliance with the law and 

to promptly discover risk situations, taking into account the type of actions carried out, the 

nature and the dimension of the legal entity; 
o specific protocols aimed at planning the training and implementation of the legal entity body's 

decisions with regard to prevent offenses; 
o the identification of the methods of managing the financial resources suitable to prevent the 

committing of the offenses; 
o reporting obligations towards the Supervisory Body; 
o introduction and implementation of a disciplinary system suitable for sanctioning non-

compliance with the measures indicated in the 231 Model; 
o periodic inspections and procedures to amend the 231 Model in case when significant 

violations of the legal requirements are discovered or if significant changes occur in the 

organization or activity of the legal entity. 
 

1.3 SANCTIONS 

The judge on criminal cases who takes decision on legal liability of individuals shall assess the legal 

entity's liability and corresponding use of sanctions.  
 

The administrative sanctions provided for by Legislative Decree 231/2001 in Articles. 9 ss. are 

divided into: 
 

➢ Financial penalties. 
The financial penalties shall apply in all cases when administrative liability of the legal entity is 

recognized. It is calculated in accordance with a quota system. 
In determining the financial penalties, the Judge takes into account the financial and economic 

conditions of the legal entity, the seriousness of the offense, its degree of responsibility and the 

actions carried out by the entity to eliminate or mitigate the consequences of the offense, as well as 

the actions aimed to to prevent the committing of such offenses in the future. 
 

Art. 12 Legislative Decree 231/01 illustrates cases when financial penalty can be reduced: 
o  an offender has committed an action in the best interests of himself or of a third party and 

the legal entity has not benefited from it or a minimal advantage has derived from it; 
o  a material damage caused is particularly insignificant; 
o during the pre-trial procedure at first instance, the legal entity fully compensated damages 

and eliminated the harmful or dangerous consequences of an offense or in any case 

effectively worked in this regard; 
o where, before the declaration of the opening of the trial at first instance, an organizational 

model has been adopted and made operational to prevent s of the kind that occurred. 
 

➢ Bans. 
In some cases, bans may also be applied in addition to financial penalties. It applies exclusively with 

regard to offenses expressly envisaged by law.  
The bans provided for by the Decree are:  

o prohibition to exercise business activity;  
o suspension or revocation of authorizations, licenses or concessions functional to the 

commission of the offense;  
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o prohibition of contracting with the Public Administration, except for to obtain the provisions of 

a public service;  
o exclusion from benefits, loans, contributions and subsidies, or the revocation of any 

concessions already granted;  
o prohibition to advertise goods or services. 

 

These bans shall be imposed where at least one of the following conditions is met:  
▪ the legal entity has significantly benefited from an offense which  was committed by top 

managers or by subordinates , provided such an offense was resulted from serious 

organizational deficiencies; 
▪ in the event of recurrence of an offense. 

 

However, the bans cannot be applied in the mitigated cases examined above where the financial 

damage caused is particularly minor or the offender has committed an act in the best interest of 

himself or of third parties and the legal entity has not benefited from it or has obtained a minimum 

advantage from it. 
 

Without prejudice to the application of financial penalties, the bans also shall not apply where all of 

the following conditions are met within a pre-trial procedure: 
▪ the legal entity has fully compensated for the damage and has eliminated the harmful or 

dangerous consequences of an offense or has in any case effectively worked in this regard; 
▪ the legal entity has eliminated the organizational deficiencies that led to the offense through 

the adoption of an appropriate organizational modelsto preventoffenses of the same kind that 

occurred; 
▪ the legal entity has made available the profit obtained for the purposes of confiscation. 

 

Bans are, in principle, temporary.  
However, in the event that the legal entity has significantly profitted from an offense and a temporary 

ban on its activity had been imposed on it , at least three times, in the last seven years, , this sanction 

may be resulted in a total ban.  
In the same way, the Judge may compel the legal entity to prohibit entering into contracts with the 

public administration or to prohibit advertising goods or services provided the legal entity has already 

been imposed to the same sanction at least three times in the last seven years.  
The total ban on the activity is always ordered if the legal entity or one of its organizational units is 

permanently used for the sole/primary purpose to commit or facilitate offenses in relation to which 

its responsibility is foreseen. 
 

In cases where the conditions for the total ban existand it provides public services or services of 

public utility interruption of which may cause a serious harm to the society, or in case of the 

importance of the legal entity's dimension and the economic conditions of the territory in which it is 

located, that may have a significant impact on employment, the Judge is entitled, instead of imposing 

bans, to decide on continuation of  the legal entity's activity under the supervision of a commissioner 

for a period equal to the duration of the sanction that would have been imposed. 
 

The bans can also be imposed as a form of precautionary measure during the criminal proceedings, 

at the request of the Public Prosecutor, in the event that there are serious grounds indicating the 

legal entity's liability or there are signs evidencing that offenses of the same nature will be committed 

in the future. 
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➢ Confiscation. 
The judgement shall always followed by confiscation of the value or profit obtained from  an offense 

committed, except for the part that can be returned to the injured party and without prejudice to the 

rights acquired by third parties in good faith. 
Where it is not possible to carry out the confiscation of the goods which constituted the value or profit 

of the offense, it may also relate to sums of money, property or other benefits of equivalent value. 
 

➢ Publication of the judgment. 
The publication, even if only by extract, at the expense of the offender - the legal entity, can be 

ordered by the judge provided the ban is imposed. 
 

2. CIVITANAVI SYSTEMS S.p.A. 

 

CIVITANAVI is an Italian company, based in Pedaso (63827), Via del Progresso n. 5; it provides 

inertial solutions at national level and is quickly growing on the international market for generating 

its specialized products. 
 

The company was founded in 2012 with anaim tobecomee a leading player in the supply of design, 

development, production and consulting in relation to high-tech georeference inertial navigation 

solutions and stabilization systems for both industrial and defense (dual-use) use. 
 

Since 2022 CIVITANAVI is a company listed on Euronext Milano and is controlled by CIVITANAVI 

SYSTEMS Ltd (holding company) which unites an international pool of strategic investors (v.  

company profile on www.civitanavi.com). 
 

3. THE CIVITANAVI SYSTEMS S.p.A. 231 MODEL 

 

In observance with Legislative Decree 231/01, CIVITANAVI is deemed to be in compliance with its 

company's policy to proceed with the adoption of the Organization, Management and Control Model. 

The purpose of the 231 Model is the definition of a structured and integral system of prevention, 

management and control, aimed at reducing the risk of committing offenses, through the 

identification of sensitive activities, defined as activities mainly of " risk", and their corresponding 

regulation. 
 

At the methodological level, the CONFINDUSTRIA guidelines on the introduction of organizational 

models of June 2021 were also taken into consideration. 
 

3.1. REALISATION, IMPLEMENTATION AND MODIFICATION OF THE 231 MODEL 
3.1.1 Risk assessment 

The first step for introduction of the 231 Model is the risk assessment, that means identification and 

evaluation of the factors that, in the context of the different activities of the Company, can determine 

the risk of committing the offenses envisaged in Legislative Decree no. 231/2001. 
 

The Company's structure has been analyzed in detailed wayin order to identify sensitive areas and 

activities for the prevention of offenses with regard to relations and internal operational structures of 

the Company, relations including contactual with third parties (that are not belong to the Company's 

organization, like consultants, customers, suppliers and partners of any other kind). 
 

http://www.civitanavi.com/
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The in-depth survey of the organizational structure and social activities, carried out with the help of 

legal consultants, firstly required the examination of the company documentation (like certificate of 

registration issued by the chamber of commerce, organizational chart, organizational provisions, 

procedures, etc.). 
 

Subsequently, a series of interviews were conducted with the key managers resulting from the 

Company's organization chart, aimed at providing an effective and complete picture of the 

Company's activity, its articulations and the aspects characterizing each management and 

operational process. 
In particular, the following employees were interviewed: 
❖ the Chief Executive Officer; 
❖ the Chief Financial Officer; 
❖ the Supervisor for administrative activity; 
❖ the CTO; 
❖ the Executive Vice-President for Institutional Strategies and Relations; 
❖ the Head of Design Verification Engineering; 
❖ the Director of the Engineering Area; 
❖ the H.R. Manager; 
❖ the Quality manager; 
❖ the the Prevention and Protection Service manager; 
❖ the IT administrator – Head of Information Systems and IT security; 
❖ the Manufacturing Manager; 
❖ the Operations Manager; 
❖ the Product and Manufacturing Engineering Manager; 
❖ the Logistics Officer; 
❖ the Procurement and Logistics Manager; 
❖ the Production Manager and Proposal Program Manager  

All individual interviews have been recorded and attached to this General Part (Annex 2 – 

Interviews with key managers). 
 

The "mapping of risk areas" focused on the following aspects: 
-identification of the types of activity;  
-identification of the internal Company's unitsresponsible for the business processes; 
-identification of the predicate offense; 

-the ways in which such offenses might be committed; 
-analysis of the degree of probability of the committing offenses highlighted with regard to both the 

type of market and the history of the Company; 
- analysis of the severity of the applicable sanctions, assessed in relation to the hypothetical impact 

on the Company's corporate activity; 
- analysis of the risk level related to each individual predicate offense, assessed according to the 

degree of probability of the committing the offense and the seriousness of the applicable sanctions; 
-analysis of the tools already existing in the Company to control the risk of committing offenses;  
-evidence of the improvement of the offenses prevention system and the system of verification  types 

of activities of to be controlled by the SB.  

 

The results of the mapping activity (which has also considered the risk assessment carried out in the 

preparation of the Prospectus for listing on the stock exchange) have been transformed into a 

specific Synoptic Table of risk mapping attached to this General Part (Annex 3). 
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3.1.2 Identification of sensitive areas and activities 

The risk assessment activity is required for identification of the Company's sensitive activities, i.e. 

the segments of activity most exposed to the risk of committing the offenses. 

As a result of the risk mapping, it appears that sensitive activities currently concern the following 

categories of offenses: 

A. Offenses in relations with the Public Administration – Artt. 24, 25 and 25 decies  of Legislative 

Decree 231/2001; 

B. Corporate offenses – Art. 25 ter of Legislative Decree 231/2001; 

C. Offenses relating to health and safety at work – Art. 25 septies  D.lgs. 231/2001; 

D. Digital offenses and unlawful processing of data; offenses  regarding copyright infringement 

– Art. 24 bis and art. 25 novies  D.lgs. 231/2001; 

E. Tax offenses - Art. 25 quinquiesdecies D.lgs. 231/2001; 

F. Environmental offenses– Art. 25 undecies D.Lgs. 231/2001; 

G. Offenses against industry and commerce;offenses relating to industrial property – Art. 25 bis 

and 25 bis.1; 

H. Customs' offenses– Art. 25 sexdecies D.Lgs. 231/2001; 

I. Market abuse - Art. 25 sexies D.Lgs. 231/2001; 

J. Receiving stolen goods, money laundering, self-laundering and offenses relating to means 

of payment other than cash – Artt. 25 octies and 25 octies.1 D.Lgs. 231/2001.  
 

Each of these categories of offenses are included in a Special Part of the 231 Model, to integrate all 

the systems already existed in the Company. 
 

With regard to the additional categories of offenses, not included among those listed above, the 

principles envisaged by the Code of Ethics of Ethics, the general principles of control, the principles 

indicated in the Special Parts of this Model and the preventive measures referred to therein are valid 

as suitable safeguards to prevent and handlethe related risk. 
 

In any case, the Company will promptly implement and update the 231 Model including the Special 

Part provided a new type of responsibility occurs or sensitive parts of activity related to the categories 

of offenses already evaluated are changed. 
 

3.1.3 Risk Management and Gap Analysis 

Once the sensitive areas of the Company and the risk profiles have been identified, it is necessary 

to manage or govern this risk, in order to avoid the occurrence of the Company's responsibility. 
Taking into account the map of sensitive processes, as identified above, the procedures and 

safeguards already adopted, the degree of effectiveness of the management and control system 

already in place were verified, in order to identify any critical points with respect to the prevention of 

the  risk. 
The mapping of the risk consists the basis of the so-called gap analysis, that is, the recognition of 

the necessary safeguards and procedures to be adopted to strengthen and improve the prevention 

of the predicate offense. 
In addition, risk mapping is also the fundamental scheme for the verification, by the SB, of the 

constant application and implementation of the prevention measures already prepared by the 

Company. 
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3.1.4 Adoption and amendments of the 231 Model 

The Board of Directors is competent for the adoption and any subsequent amendments and 

additions to the 231 Model, based on the experience and guidelines of the SB. 
The effective implementation of the 231 Model requires its adaptation both as a result of regulatory 

changes and on the basis of the Company's organizational and production changes in a perspective 

of constant updating of the Model itself.  
The Supervisory Body proposes to the Board of Directors any appropriate amendments or 

supplements to the 231 Model following the performance of its functions. 
By way of example, the adaptation of the 231 Model will be necessary in case of:  

o changes in the organizational structure of the Company or in the methods of carrying out 

operational activities that determine a change in the risk of committing offenses, with a direct 

impact on the internal control system; 
o regulatory changes, for example in the event of an extension of the catalogue of predicate 

offenses or the related sanctions; 
o violations of the 231 Model, in the event that one of the predicate offenses has actually been 

committed or business activities contradicted provisions of the 231 Model. 
The Board of Directors shall notify the Supervisory Body about all amendments and supplements to 

the 231 Model and the documents referred to therein. 
 

3.1.5 Dissemination of the 231 Model and training of Company's units 

In order to ensure the full effectiveness of the Model, the Company ensures wide dissemination 

among the existing resources of the Company and for those to be hired, of the rules of conduct 

contained therein. The adoption and updating of the Model is adequately announced  in the 

Company by the Company Management. 
In addition, the 231 Model is made available to all Company's units in electronic or paper format by 

Administration Office. 
 

The training activity aimed at spreading knowledge of the legislation referred to in Legislative Decree 

231/2001 and the principles of the 231 Model can take place on the occasion of the beginning of the 

employment relationship, as part of training on health and safety at work or through periodic refresher 

courses. 

The training activity performs the task of illustrating to the company functions the principles of 

Legislative Decree 231/01, the elements that make up the 231 Model, the principles of the Code of 

Ethics, the individual types of provided for by Legislative Decree 231/01 and the Activities of the 

Company considered sensitive in relation to the predicate offenses. 
The participation of company functions in training programs is mandatory and cannot be separated 

from the performance of an activity to verify the degree of knowledge of the Model and of the 

company prevention devices by the functions of CIVITANAVI SYSTEMS S.p.a.. 
 

3.2 THE MANAGEMENT AND CONTROL SYSTEM OF CIVITANAVI SYSTEMS S.P.A. 

The Management and Control System that governs the decision-making and operational processes 

of CIVITANAVI is articulated into the following components, individually analyzed in the following 

paragraphs: 
❖ the Code of Ethics; 
❖ corporate governance ; 
❖ the company organization chart; 
❖ the general principles of control and the general principles of conduct; 
❖ the Quality Management System (based on ISO 9001:2015 certification) as well as EC 

9100:2016 (specific for the aeronautical sector) and ISO 45001:2018 (Safety and health at work); 
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❖ prevention measures. 
 

Some components of the Management and Control System are of general value, as they are used 

to oversee all 231 risk areas of the Company. In particular, these are the Code of Ethics, corporate 

governance, the company organization chart and the general principles of control.  
On the other hand, the other components (the general principles of behavior and the prevention 

measures) are declined differently depending on the individual risk areas, having to stick to the 

peculiarities of the different categories of s assumed.  
In addition, some specific components of the Quality Management System are also used to oversee 

certain specific risk areas. 
The individual Special Parts will therefore highlight the general principles of conduct, the prevention 

measures and the specific components of the Quality Management System applicable to the different 

categories of s. 
As already illustrated, as a result of the mapping of sensitive processes, the degree of effectiveness 

of the Management and Control System already in place was verified and the recognition of the 

necessary safeguards and procedures to be adopted to strengthen and improve the prevention of 

the predicate offenses was conducted. 
During its supervisory activity, the SB verifies the constant application of the prevention measures 

prepared and the implementation of those whose need for adoption emerges. 
 

3.2.1. The Code of Ethics 

The CIVITANAVI Code of Ethics expresses the values and ethical principles to which the Company 

inspires its entrepreneurial action, both in internal relations with the Company and in relations with 

external subjects, public or private, with the aim of ensuring transparency, correctness, integrity of 

the work and services offered by the Company. 
The Code of Ethics affirms, as a founding principle of the Company's work, strict compliance with 

the laws and regulations applicable to the Company's areas of operation and establishes the 

principles of conduct to which all recipients must comply in the daily performance of their work 

activities and their duties. 
The Code of Ethics is an integral and substantial part of the 231 Model. 
Compliance with the principles and guidelines indicated in the Code of Ethics is required for all those 

who have any form of employment or commercial relationship with the Company or, more generally, 

are stakeholders towards the Company.  
This obligation is to be considered an essential element of the work performance.  
The members of the Board of Directors, in setting business objectives, are inspired by the principles 

of the Company's Code of Ethics.  
Since the observance by all Recipients of this Model, within the scope of their functions and 

responsibilities, of the canons of conduct contained in the Code of Ethics, is important, both for the 

proper functioning and reliability of the Company, and for the protection of the prestige and image of 

the same, the Company ensures a full knowledge and understanding of the Code of Ethics by all 

Recipients through the adoption of training procedures and  awareness of its contents.  
The Company requires its business partners (suppliers, collaborators, commercial or financial 

partners, consultants, agents), who have relations with the Company, to comply with the principles 

set out in the Code of Ethics itself, by requiring the signing of specific contractual clauses. 
The violation of the Code of Ethics by the company functions constitutes a disciplinary offense as 

well as the violation of the provisions of this 231 Model. 
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3.2.2 Corporate governance 

3.2.2.1 The Board of Directors 

CIVITANAVI is administered by a Board of Directors.  
The Board of Directors is composed of the Chairman and six directors (three of whom are 

independent).  
The Board, as a collegial body, has all the widest powers for the ordinary and extraordinary 

management of the Company, in Italy and abroad, necessary and useful for the achievement of the 

corporate purpose, excluding only the power to perform the acts reserved for the shareholders' 

meeting by the Articles of Association and by law. 
As part of the Board of Directors, the Nomination and Remuneration Committee and the Control and 

Risk Committee and Transactions with related parties have been established (in accordance with 

the Corporate Governance Code). 
The Manager in charge of preparing the company's accounting documents (appointed in accordance 

with Article 154 bis of Legislative Decree no. 58/1998) is in charge of implementing the 

administrative-accounting procedures that regulate the formation of periodic financial information. 

3.2.2.2 The Control functions 

The control function over the company's management is entrusted to a Board of Statutory Auditors. 
BDO Italia S.p.A., with registered office in Milan, Viale Abruzzi 94, registered in 167991 of the 
Register of Statutory Auditors, is the auditing company in charge of the statutory audit of the Issuer's 
accounts. 
The Head of the Internal Audit function is responsible for verifying the operation and suitability of the 
internal control and risk management system. 
 

3.2.3 The Company Organization Chart 

The Company has outlined its organizational structure by defining a company organizational chart 

which illustrates the areas in which the company's activity is articulated, the lines of hierarchical 

dependence of the individual company areas and the different organizational roles of the company 

functions. 
The Company takes care to update the organization chart punctually according to the changes that 

occur in the company's organizational structure. 
The organization chart is attached to this 231 Model, of which it is an integral and substantial part 

(Annex 4 – Organization Chart). 
 

3.2.4 General principles of control and General principles of conduct  

The Company's Management and Control System is based on the implementation of the principles 

codified in this 231 Model, which are divided into two levels: 
✓ General principles of control, which govern the performance of any business activity, 

regardless of the degree of relevance of the individual types of  or the degree of risk 

underlying each of the sensitive activities identified. 
These are the following principles: 

o Segregation of duties: there must be segregation of duties between those who 

perform, who controls and who authorizes the operations; 
o Existence of rules and regulations: there must be company provisions suitable to 

provide at least general reference principles for the regulation of activities, 

responsibilities and controls;  
o Traceability and Verifiability: the subjects, the company functions concerned and 

the information systems used must ensure the identification and reconstruction of the 

sources, information elements and controls carried out that support the formation and 



                       This is an English translation of the original Italian document. In cases of conflict between the English language document and the Italian  
                       document, the interpretation of the Italian language document prevails. 

 

15 
 

implementation of the Company's decisions and the methods of managing financial 

resources; 
o Archiving and keeping of documents: documents relating to the Company's 

activities must always be archived and preserved, by the competent company 

function and in such a way as to ensure the protection of confidentiality and not allow 

subsequent modification, unless giving specific evidence and allowing access only to 

the competent company functions, according to internal regulations,  and to the 

subjects in charge of control. 
 

✓ General principles of conduct, which provide for particular provisions aimed at guiding the 

methods of formation and implementation of decisions, within each of the families of  

considered relevant for the Company and subject to the individual Special Parts of this 231 

Model. 
 

Compliance with the general principles of control and the general principles of conduct is binding for 

all the Recipients of the Model and the related violation constitutes a disciplinary offense liable to be 

sanctioned pursuant to the provisions set out in the Chapter dedicated to the Sanctioning System. 
 

3.2.5 Management systems 

CIVITANAVI has strategically decided to adopt a Quality Management System, based not only on 

ISO 9001:2015 certification but also on EC 9100:2016 certifications (specific for the aeronautical 

sector) and ISO 45001:2018 (Safety and health at work). 
The Quality Control activities are subject to specific commitment by the Company, which makes use 

of an organizational structure articulated in order to comply with the legislation on Quality and 

constantly makes use of specific procedures adopted for this purpose. 
Both Management Systems are at the same time useful tools to mitigate the risk of committing the 

predicate offenses and represent a solid basis to implement the controls to be carried out pursuant 

to the Decree and on which to build and update their Model. 

 

3.2.6 Prevention measures 

The prevention measures adopted by the Company constitute the set of rules to be followed in the 

performance of company activities. These rules represent the reference discipline also for the 

management of sensitive activities in line with the provisions of the applicable rules and the 231 

Model. 
The CIVITANAVI prevention measures are divided into: 

❖ documents: all company documents that contain the reference principles aimed at achieving 

the company's fundamental objectives or that identify operational roles, responsibilities, 

phases and information flows concerning company activities or within a process or a part of 

it. 
 

❖ Software: any type of application program in use in the company and responsible for 

regulating one or more segments of the company's activity. 
 

the main documents in use in the company: 
✓ Policy on the Corporate Governance System and Proxies; 
✓ the Anti-Corruption procedure; 
✓ the procedure Transactions with related parties; 
✓ the procedure Management of financial flows; 
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✓ the administrative-accounting procedures, provided for the preparation of the financial 
statements pursuant to Article 154 bis, iii paragraph, Legislative Decree no. 58/1998, and 
which regulate the formation of periodic financial information pursuant to Law no. 262/2005; 

✓ the Tax Compliance procedure; 
✓ the Export Compliance and Management program (in relation to General Export 

Authorizations); 

✓ the Internal Dealing procedure; 

✓ the procedure for the disclosure of inside information; 

✓ the DVR and procedures for the management of safety in the workplace; 
✓ the manual and documentation of the Quality Management System – Health and Safety 

(drawn up in accordance with the provisions of the UNI EN ISO 9001: 2015 standards; AS/EN 

9100:2018 and UNI EC ISO 45001:2018). Considering the general impact on the prevention 

of predicate offenses, we can mention, among others:   

- Documentation management procedure; 

- Commercial procedure;  

- Design management procedure; 

- Production management procedure; 

- Procurement management procedure; 

- Warehouse management procedure; 

- Programme management procedure;  

- Human Resources Management Procedure; 

- Prevention of counterfeit/fraudulent parts;  

- Maintenance management;  

- Management of emergencies, accidents, near-misses; 

- Management of hazardous substances; 

- Management of the candidate selection process. 
 

The main types of software in use in the company are: 
✓ MICROSOFT DYNAMICS CENTRAL, ENOVIA PLM, APEX, in the administration, 

production, commercial, personnel and management control area; 
✓ RED POINT for safety at work; 
✓ OASIS for the management and evaluation of processes. 

 

As part of the verification of the effectiveness of the Management and Control System in force within 

the Company, the reference document and management facilities have been identified for each 

individual risk area. 
The outcome of this analysis is documented in the Synoptic Table of risk mapping mentioned 

above (Annex 3).  
In addition, the specific reference devices for the various 231 risk areas are referred to in the 

individual Special Parts. 
 

It is under the Sb responsibility to verify the constant application and implementation of the 

prevention measures set by the Company to manage the risk 231. 
If critical issues are detected in the concrete application of the safeguards, the Company will promptly 

adapt them to adapt them to the needs of the 231 Model. 
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4. THE SUPERVISORY BODY 

 

4.1 DEFINITION AND REQUIREMENTS OF THE SB 

As already illustrated in paragraph 1.2, in application of art. 6 Legislative Decree no. 231/2001 the 

exemption from the administrative liability of the Entity requires that the task of supervising the 

functioning and compliance with the Model and of taking care of its updating is entrusted to a 

corporate body with autonomous powers of initiative and control and that this body, once appointed, 

performs its tasks effectively, without being omitted or insufficient supervision.  
In accordance with this regulatory provision, CIVITANAVI has identified a Monocratic or collegial 

Supervisory Body (in the body of the 231 Model often also "SB"). 
The Supervisory Body must meet the requirements that have been recognized over time as essential 

in the Context of the Guidelines of the main trade associations and jurisprudence on the subject, 

which can be identified as follows: 
- autonomy; 
- independence; 
- professionalism; 
- good repute; 
- continuity of action. 

 

The autonomy of the SB consists in the autonomy of the control initiative with respect to any form 

of interference or conditioning by any exponent of the Company and, in particular, of the 

administrative body.  
To protect the effective autonomy, the SB has its own budget, which it can request integration from 

the Board of Directors, if necessary, and which it can dispose of for the proper performance of the 

tasks.  
Independence, for its part, implies that the SB is extraneous to the management activities that are 

the subject of its control activity and that it does not carry out operational tasks that may limit the 

overview of the business activity that is required of it.  
The requirement of professionalism translates into the technical capabilities of the SB to perform 

its functions with respect to the supervision of the Model, as well as the necessary qualities to ensure 

the constant updating of the 231 Model itself, through proposals for updating to be addressed to the 

Board of Directors. 
With regard to the profile of good repute, reference is made to the need that the members of the 

SB have not reported criminal sentences, even if not definitive, of conviction or plea bargain for s 

presupposed 231 or the sentence to a penalty that imports the interdiction, even temporary, from 

public offices or the temporary interdiction from the management offices of legal persons or 

companies. 
Finally, with reference to the continuity of action, the SB must constantly monitor compliance with 

the Model, verify its effectiveness, promote its continuous updating and represent a constant 

reference for every person who works for the Company. 
The Supervisory Body, in carrying out the tasks entrusted to it, under its direct supervision and 

responsibility and within the limits of the assigned budget, may benefit from the collaboration of all 

company functions, or external consultants, making use of their respective skills and 

professionalism. This faculty allows the Supervisory Body to ensure a high level of professionalism 

and the necessary continuity of action. 
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4.2 APPOINTMENT, REVOCATION AND RESIGNATION OF THE MEMBERS OF THE 

SUPERVISORY BODY 

The Supervisory Body of the Company is appointed by resolution of the Board of Directors, which, 

before appointment, verifies the recurrence of the requirements indicated in the previous paragraph 

for the candidates. 
The Company may opt for a monocratic Body, as long as it meets the requirements set out in point 

4.1 of the Model, or collegial, composed of three members, at least two of whom are external to the 

Company. 
The designated Supervisory Body remains in office for three years from the appointment. The 

member (or members, in the case of a collegial body) can always be re-elected and in any case the 

Body remains in operation until the appointment of the new Body. 
The revocation of the member or members of the SB is the responsibility of the Board of Directors 

and is allowed only for just cause. 
Revocation for just cause means: 

✓ the failure of the indefectible requirements of the components of the SB indicated in the 

previous paragraph; 
✓ disqualification or incapacitation, or a serious infirmity that renders the subject unfit to perform 

his supervisory functions; 
✓ a serious failure to fulfil its duties as defined in this Model; 
✓ a sentence condemning the Company pursuant to Decree no. 231/2001, which has the force 

of res judicata, or a criminal proceeding concluded through the so-called "plea bargain", 

where it appears from the documents the "omitted or insufficient supervision" by the 

Supervisory Body, chargeable to it, in accordance with the provisions of art. 6, paragraph 1, 

letter d) of the Decree; 
✓ a sentence of conviction that has the force of res judicata against one of the members of the 

SB, for having personally committed one of the s provided for by the Decree;  
✓ a sentence of conviction that has become final, to a penalty that involves the interdiction, 

even temporary, from public offices, or the temporary interdiction from the management 

offices of legal persons and companies; 
✓ the violation of the duty of confidentiality relating to the identity of the company functions that 

report significant unlawful conduct pursuant to Legislative Decree 231/2001 or violations of 

the Model; 
✓ if one of the members of the SB is linked by relationships of dependence with the Company, 

the occurrence of causes of termination of the employment relationship. 
 

Once the revocation of a member of the SB has been ordered, the Board of Directors appoints the 

new member to replace the one whose mandate has been revoked. 
In the event that a sentence of conviction has been issued, the Board of Directors, pending the final 

passage of the judgment, may also order the suspension of the powers of the Supervisory Body and 

the appointment of an interim Supervisory Body. 
 

The waiver by the members of the Supervisory Body may be exercised at any time and must be 

communicated to the Board of Directors in writing together with the reasons that determined it. 
If, during the office, a member of the SB renounces his office, the Board of Directors appoints a new 

member. 
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4.3 FUNCTIONS AND POWERS OF THE SUPERVISORY BODY 

The SB is given the powers of initiative and control necessary to ensure effective and efficient 

supervision of the operation and compliance with the 231 Model in accordance with the provisions 

of art. 6 of Legislative Decree no. 231/2001. 
In particular, the SB must supervise: 

- the adequacy and effectiveness of the 231 Model with respect to the need to prevent the 

commission of predicate offenses, also taking into account the size and organizational and 

operational complexity of the Company; 
- compliance with the requirements of the 231 Model by the Recipients, detecting any 

violations and proposing the related corrective or sanctioning actions to the competent 

company bodies; 
- on the updating of the 231 Model in the event that there are adjustment needs in relation to 

changed company or regulatory conditions, proposing any adjustment actions to the Board 

of Directors and verifying their implementation. 
 

For the performance and exercise of its functions, the SB shall be assigned the tasks and powers 

of: 
- access all the Company's organizational structures and all relevant company documentation for 

the purpose of verifying the adequacy and compliance with the Model; 
- request from the company departments concerned, in particular those who work in business 

areas at potential risk-, the information deemed relevant for the purpose of verifying the 

adequacy and effectiveness of the Model; 
- periodically carry out targeted sample checks on specific activities and operations at risk and on 

compliance with the control measures adopted and recalled by the Model; 
- agree with the company function concerned the appropriate corrective actions where, as a result 

of the checks, a critical condition is detected;  
- periodically report to the Board of Directors any violations of 231 Model or of the control 

measures referred to in 231 Model or the deficiencies detected during the checks carried out, 

so that the necessary adjustment measures can be adopted; 
- update the Board of Directors on regulatory or jurisprudential developments relevant to the 

application of 231 Model; 
- promote the updating of risk mapping in the event of significant organizational changes or 

extension of the type of s taken into account by Legislative Decree 231/2001; 
- evaluate the adequacy of the control measures in force and define any proposals for adaptation 

and improvement, verifying, subsequently, their implementation; 
- monitor and promote information and training initiatives aimed at spreading knowledge of 231 

Model within the company; 
- receive detailed reports of illegal conduct, relevant pursuant to Legislative Decree 231/2001 and 

based on precise and consistent factual elements, or violations of the Model, ensuring 

confidentiality on the identity of the whistleblower; 
- conduct investigation activities to ascertain violations of the provisions of 231 Model following 

reports received; 
- supervise the consistent application of the sanctions provided for by internal regulations in cases 

of violation of 231 Model, without prejudice to the competence of the corporate bodies for the 

application of sanctioning measures. 
 

The SB is authorized to acquire and process all the information, data, documents and 

correspondence concerning the activities carried out in the individual business areas and deemed 



                       This is an English translation of the original Italian document. In cases of conflict between the English language document and the Italian  
                       document, the interpretation of the Italian language document prevails. 

 

20 
 

necessary for the performance of its activities, in compliance with current regulations on the 

processing of personal data. 
The SB has to draw up and keep the minutes of each activity conducted and all the documentation 

produced. 
The definition of the aspects relating to the methods of carrying out the task of the SB, such as the 

scheduling of activities, the recording of meetings and the regulation of information flows by the 

company functions concerned, is left to the SB itself, which provides by adopting an internal 

Regulation. 
 

4.4  WHISTLEBLOWING AND INFORMATION FLOWS 

4.4.1 Protection of the Whistleblower 

Legal background 

Legislative Decree No. 24 of 2023, implementing Directive (EU) 2019/1937, repeals the previous 

national legislation on whistleblowing (Law 179/2017)  and encloses in a single regulatory text – for 

the public and private sectors – the protection regime for individuals who report unlawful conduct of 

which they have become aware in a work context. 

An integrated system of rules for the public and private sectors is introduced, coordinating European 

and national law with the aim of incentivising whistleblowing that is detrimental to the public interest 

or the integrity of the entity. The new regime raises the level of protection enjoyed by the so-called 

"so-called". Whistleblowers, which today refers to a very broad category of subjects. 

The scope of application of the discipline is complex and is defined by a regime of obligations and 

protections that changes according to: (i) the object of the violation; (ii) the public/private nature of 

the entity to which the whistleblower belongs; (iii) the size of the private entity and the applicability 

of Regulation 231/2001 to it. 

The strengthening of the protection for the reporting of offences operates essentially on two levels, 

imposing new rules on public and private bodies and ANAC relating to reporting procedures (internal 

and external channels and also introducing public disclosure) with guarantees of confidentiality and 

establishing the regime applicable in the event of retaliation. 

Compared to the previous regulations, the new rules have a greater impact on private entities 

required to process whistleblowing activities, which become a further piece of the internal control 

system and adequate organisational structures. In particular, it requires the activation of an efficient 

internal channel that allows timely and effective management of reports. The use of external 

reporting and public disclosure, in the logic of the decree, assumes a residual nature since the use 

of the internal channel must be encouraged, also in order to limit the interference of the sphere of 

public control in private activities. 

 

Pursuant to Article 6, paragraph 2 bis of Legislative Decree 231/2001 – as amended by Legislative 

Decree no. 24/2023 implementing Directive (EU) 2019/1937 – organisational models must include: 

- internal reporting channels that make it possible to ensure the confidentiality of the identity 

of those who report relevant unlawful conduct pursuant to Legislative Decree 231/2001 or 

violations of the Model and the Code of Ethics and, in the event that there are more than fifty 

employees, the violations defined by art. 1 and 2 of Legislative Decree 24/2023; 

- the prohibition of retaliation against whistleblowers and other subjects protected by 

whistleblowing legislation. 

 

 

 

 

Subject of the reports 
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For the purposes of Legislative Decree 24/2023, the information on violations that can be reported 

is generally conduct, acts or omissions that harm the public interest or the integrity of the Public 

Administration or private entity and which in particular, for private sector entities, consist of:  

1) unlawful conduct pursuant to Legislative Decree no. 231 of 8 June 2001, or violations of the 

organisational and management models provided for therein, which do not fall under 

numbers 3), 4), 5) and 6);  

2) 3) offences falling within the scope of the European Union or national acts set out in the 

Annex to this Decree or the national acts implementing the European Union acts set out in 

the Annex to Directive (EU) 2019/1937, even if not listed in the Annex to this Decree, relating 

to the following areas: public procurement; financial services, products and markets and the 

prevention of money laundering and terrorist financing;  product safety and compliance;   

transport safety;    environmental protection; radiation protection and nuclear safety; food and 

feed safety and animal health and welfare;  public health; consumer protection; protection of 

privacy and protection of personal data and security of networks and information systems;  

3) acts or omissions affecting the financial interests of the Union as referred to in Article 325 of 

the Treaty on the Functioning of the European Union as specified in the relevant secondary 

legislation of the European Union;  

4) acts or omissions relating to the internal market, as referred to in Article 26(2) of the Treaty 

on the Functioning of the European Union, including infringements of the European Union 

competition and State aid rules, as well as infringements concerning the internal market 

linked to acts infringing corporate tax rules or mechanisms the purpose of which is to obtain 

a tax advantage which defeats the object or purpose of the applicable corporate tax 

legislation;  

5) acts or conduct which defeat the object or purpose of the provisions of Union acts in the 

areas referred to in points (3), (4) and (5). 

It should be noted that reports of violations already compulsorily regulated by EU or national acts 

concerning financial services, products and markets and the prevention of money laundering and 

terrorist financing, transport security and environmental protection, defense or national security 

contracts are excluded from Legislative Decree 24/2023; Disputes, claims or requests related to a 

personal interest of the reporting person or of the person who has filed a complaint with the judicial 

authority that relate exclusively to their individual employment relationships or inherent to their 

employment relationships with hierarchically superior figures are also excluded from protection. 

 

Protected subjects 

The whistleblowing protection system is aimed at all subjects who make reports pursuant to 

Legislative Decree 24/2023, therefore first and foremost employees, and also all subjects indicated 

by art. 3, paragraph 2, Legislative Decree 24/2023, namely, for example: 

a) collaborators in any capacity,  

b) freelancers,  

c) Consultants  

d) volunteers  

e) Trainees  

f) Shareholders 

g) persons with administrative, controlling, supervisory or representative functions.  

 

This Model and the whistleblowing safeguards adopted by the Company protect, in addition to the 

reporting person, the following subjects: 

a) facilitators; 

b) relatives of the whistleblower who work in the same work context; 
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c) the work colleagues of the reporting person or of the person who has filed a complaint with 

the judicial or accounting authority or made a public disclosure, who work in the same working 

context as the same person and who have a habitual and current relationship with that 

person; 

d) entities owned by the reporting person or by the person who has filed a complaint with the 

judicial or accounting authority or who has made a public disclosure or for which the same 

persons work, as well as entities operating in the same working environment as those 

persons. 

 

Safeguards 

The safeguards provided by whistleblowing legislation consist of: 

• guarantee of confidentiality  and confidentiality; 

• Prohibition of retaliatory acts. 

 

These safeguards are guaranteed both with regard to whistleblowing reports pursuant to Legislative 

Decree 24/2023, and to those more strictly concerning violations of Legislative Decree 231/2001 and 

this Model 231 (which, following Legislative Decree 24/2023, are to be considered in relation from 

species to gender with the broader set of whistleblowing reports). 

The corresponding obligations, therefore, apply both to the person appointed by the Company for 

the management of the reporting channel pursuant to art. 4 Legislative Decree 24/2023, both for the 

SB and for all persons in any capacity that may be involved in the management of reports. 

 

Confidentiality 

From the moment the report is sent, the internal reporting channels adopted by the Company 

guarantee the confidentiality of:  

a) Signaling; 

b) Facilitators; 

c) Marked; 

d) Persons other than the Reported but mentioned in the report. 

 

Consequently, without the express consent of the Whistleblower, the following may not be revealed: 

- identity of the whistleblower, 

- identity of the person reported, 

- content of the report, 

- any documents attached to the report. 

The channel manager, the SB and any other parties involved (for example, the HR department) are 

required to maintain the utmost confidentiality and to manage reports in order to guarantee 

professionalism, objectivity, impartiality and confidentiality of the activities undertaken to follow up 

on the report. 

To this end, the Company's reporting process requires that: 

• personal data that are clearly not useful for the management of a specific report are not 

collected or, if collected accidentally, are processed in compliance with the principle of 

minimization; 

• the identity of the Whistleblower and any other information from which it may be inferred, 

directly or indirectly, may not be revealed, without the express consent of the reporting person 

himself, to persons other than those competent and/or appointed and/or appointed to receive 

or follow up on the reports, expressly authorised to process such data;  
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• In the context of disciplinary proceedings, the identity of the reporting person cannot be 

revealed, if the objection to the disciplinary charge is based on separate and additional 

investigations with respect to the report, even if they are consequent to the same. If the 

complaint is based, in whole or in part, on the report and knowledge of the identity of the 

reporting person is indispensable for the defence of the accused, the report will be used for 

the purposes of disciplinary proceedings only in the presence of the express consent of the 

reporting person to the disclosure of his or her identity.  

 

All information, reports or reports are stored (as the case may be, by the person managing the reports 

or by the SB) in a strictly confidential archive. 

The violation of the duty of confidentiality and of the measures to protect the identity of the 

whistleblower is just cause for the revocation of the members of the SB. 

 

Prohibition of retaliatory or discriminatory acts 

Acts of retaliation or discrimination, direct or indirect, against the Whistleblower and other protected 

persons are prohibited. 

Any violations of this prohibition will result in the application of the disciplinary and sanctioning 

measures provided for in this Model. 

By way of example and not limited to, the following constitute retaliatory acts:  

a) dismissal, suspension or equivalent measures;  

b) relegation or non-promotion;  

c) change of duties, change of place of work, reduction of salary, modification of working 

hours;  

d) suspension of training or any restriction of access to it;  

e) negative merit notes or negative references;  

f) the adoption of disciplinary measures or other sanctions, including financial sanctions;  

g) coercion, intimidation, harassment or ostracism;  

h) discrimination or unfavourable treatment;  

i) the failure to convert a fixed-term employment contract into an employment contract of 

indefinite duration, where the worker had a legitimate expectation of such conversion;  

j) non-renewal or early termination of a fixed-term employment contract;  

k) damage, including to the person's reputation, in particular on social media, or economic or 

financial harm, including loss of economic opportunities and loss of income;  

l) improper listing on the basis of a formal or informal sectoral or industry agreement, which 

may result in the person not being able to find employment in the sector or industry in the 

future;  

m) the early termination or cancellation of the contract for the supply of goods or services;  

n) the cancellation of a licence or permit;  

o) the request to undergo psychiatric or medical examinations.  

 

Therefore, in any case, both the retaliatory or discriminatory dismissal of the reporting party and the 

change of duties pursuant to Article 2103 of the Italian Civil Code, as well as any other retaliatory or 

discriminatory measure adopted against the whistleblower and/or other protected subjects, are to be 

considered null and void and devoid of any legal effect. 

Any corporate function or person that undertakes retaliatory or discriminatory initiatives against the 

whistleblower (and/or other protected subjects) or in any case, in general, violates the duty of 

confidentiality and the measures to protect the identity of the whistleblower constitutes a disciplinary 

offence and is therefore punishable as indicated in the following chapters. 
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Individuals who suffer retaliatory or discriminatory measures as a result of whistleblowing reports 

pursuant to Legislative Decree 24/2023 may report such measures to ANAC pursuant to art. 19 

Legislative Decree no. 24/2023. 

 

4.4.2 Internal reporting 

Internal reporting channels 

Subjects who intend to report offences and/or violations may send it to the following subjects and 

channels. 

 

a) to the Subject (person or office) internal or external, to whom the Company has entrusted the 

management of the internal whistleblowing reporting channel pursuant to art. 4-5 of 

Legislative Decree 24/2023, with regard to all violations defined by art. 1 and 2 , paragraph 

1, letter a), numbers 3),4),5),6) of Legislative Decree 24/2023, without prejudice to the 

following in point b); 

 

b) to the Supervisory Board of the Company, with regard to the unlawful conduct referred to in 

art. 2, paragraph 1, letter a) no. 2 of Legislative Decree 24/2023 (i.e. the relevant conduct 

pursuant to Legislative Decree 231/2001, and/or violations of the organization and 

management models provided for therein and/or the Codes of Ethics, and which do not fall 

within numbers 3), 4), 5) and 6), of art. 2, paragraph 1 letter a) of Legislative Decree 24/2023). 

 

The entity referred to in the above-mentioned letter a) (the "managing entity") is represented by a 

person or an autonomous internal office dedicated to and with staff specifically trained for the 

management of the reporting channel, or it is an external subject, also autonomous and with 

specifically trained staff.  

Reports must be substantiated and based on precise and consistent facts. Anonymous reports may 

also be taken into consideration only if they are adequately substantiated, i.e. if they are able to bring 

out facts and situations by relating them to specific contexts.  

Reports based on mere rumours or suspicions will not be considered. 

Reports are made in written form, also by electronic means, or in oral form. 

 

The Company fosters and promotes a culture of transparency and, in implementation of art. 4, 

paragraph 3, Legislative Decree 24/2023, has activated and made available the following reporting 

channels: 

 

i. reporting channel to the Supervisory Body 231; 

ii. internal whistleblowing reporting channel in written form, through the IT platform; 

iii. internal whistleblowing reporting channel in oral form, through the IT platform. 

 

Reports to the SB 

The report of violations of Model 231, of the Code of Ethics and/or of the commission of predicate 

offences pursuant to Legislative Decree 231/2001 can be made to the SB through the SB's e-mail 

address (odv231@civitanavi.com), access to which is reserved only for members of the SB. 

All corporate functions are obliged to report to the SB any relevant unlawful conduct pursuant to 

Legislative Decree 231/2001 and violations of the Model of which they have become aware in the 

performance of their duties. 

In any case, all persons operating on behalf of the Company are also obliged to transmit to the SB 

all information relating to events that could generate violations of the Model, the prevention measures 

mailto:odv231@civitanavi.com
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referred to therein and the Code of Ethics in relation to the offences provided for by Legislative 

Decree 231/01. 

Reports of crimes of relevance 231 and violations of the Model must be detailed and based on 

precise and consistent factual elements.  

The SB may also consider anonymous reports only if they are adequately substantiated, i.e. if they 

are able to bring out facts and situations by relating them to specific contexts.  

Reports based on mere rumours or suspicions will not be considered. 

As an alternative to the e-mail address indicated above, the Recipients of this Model may also send 

reports by: 

✓ the IT platform for whistleblowing reports (see below);  

✓ mail to be sent to: Organismo di Vigilanza 231 c/o CIVITANAVI SYSTEMS S.p.a., Via del 

Progresso n 5, Pedaso 63827 (FM). 

If the subject of the report concerns the SB, the report itself is addressed exclusively by post to: 

Chairman of the Board of Statutory Auditors c/o CIVITANAVI SYSTEMS S.p.a., Via del Progresso n 

5, Pedaso 63827 (FM); 

If, as a result of the internal investigation carried out by the SB or at the end of a criminal, civil or 

administrative proceeding, it turns out that the report is unfounded and it also appears that it was 

made with intent or gross negligence, the whistleblower is sanctioned, following disciplinary 

proceedings, as indicated in the following chapters. 

 

The whistleblowing reporting channel: the Platform 

In addition to the aforementioned channel of the SB, the Company has adopted an IT platform 

dedicated to whistleblowing reports, called "Integrity Line" (the "Platform"), provided by the 

specialized service provider EQS, VAT 11630410964, with registered office in Corso Vercelli 40, 

20145 Milan (MI).  

The provider and the service offered by it guarantee confidentiality, confidentiality and anonymity, 

as required by Legislative Decree 24/2023. The provider has also been qualified for privacy 

purposes. 

The Platform is structured in such a way as to ensure that: 

• During the reporting process, the information acquired complies with the principles of 

personal data protection and maximum confidentiality. This is done through the adoption of 

encryption techniques and the implementation of technical and organizational security 

measures defined, evaluated and implemented also in the light of an impact assessment 

pursuant to Article 35 of the GDPR; 

• the relevant information is accessible exclusively to the Whistleblowing Manager, within 

which the individual components have been authorised, as well as to any persons who have 

received specific authorisation;  

• it is available continuously 24 hours a day, 7 days a week; 

• the segregation of the reporting channel is allowed with reference to the company functions 

and the subjects who can access it for the collection and management of reports. 

Access to the Platform is allowed, in general, to "reporting" parties, through: 

• Company Website: https://www.civitanavi.com/it/governance/whistleblowing   

• URL: https://civitanavi.integrityline.com  

 

Reporting in written form via the Platform 

When submitting the Report, the Platform provides the Whistleblower with the credentials to allow 

him/her to subsequently recall the Report submitted, verify its status, obtain information on the follow-

up and outcome and communicate with the Reporting Manager. 

https://www.civitanavi.com/it/governance/whistleblowing
https://civitanavi.integrityline.com/
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The Referral Manager accesses the Platform to consult all the Reports received and follow up on 

them and/or carry out verification activities. 

 

Oral reporting through the Platform 

The Platform allows the whistleblower to send the report also in oral form, through a special voice 

messaging system, integrated into the Platform itself, which allows audio messages to be recorded 

and sent. 

 

4.4.2.1 The internal reporting channel manager 

Entity managing the internal reporting channel  

For the management of internal reporting channels, the Company appoints a person in charge 

pursuant to Article 4 of Legislative Decree no. 24/2023, who corresponds to the "Head of the Internal 

Audit function" (also "Internal Audit"), an autonomous subject with specifically trained personnel. 

 

Reports sent to parties other than the manager in charge 

If the Report is submitted to a person other than the Reporting Manager, the same report must be 

sent to the latter by the recipient within 7 (seven) days of receipt, providing written notice to the 

Whistleblower. 

 

231 reports sent to the whistleblowing channel manager  

In the event that the Whistleblowing Report relates to Violations attributable to relevant unlawful 

conduct pursuant to Legislative Decree 231/2001 and/or violations of the 231 Organizational Model 

and/or the Code of Ethics (and does not concern Violations attributable to the SB itself or to one of 

its members), the Reporting Manager shall promptly inform the SB, by means of a specific 

information flow,  concerning both the receipt of the report and its content, and the follow-up that is 

given to it.  

In the event of a 231-relevant report sent through the Platform, the Reporting Manager shares the 

information with the SB for the exclusive and limited purpose of viewing the report, its content and 

the attached documents in order to be able to carry out any consequent activities provided for by the 

231 Model. 

 

4.4.3 External reporting and public disclosure 

External Reporting 

The reporting person may make an external report pursuant to Legislative Decree 24/2023 to the 

National Anti-Corruption Authority (ANAC) if, at the time of its submission, one of the following 

conditions is met:  

a) There is no mandatory activation of the internal reporting channel within the context of his/her 

work context, i.e. this, even if mandatory, is not active or, even if activated, does not comply 

with the provisions of art. 4 Legislative Decree 24/2023;  

b) The reporting person has already made an internal report pursuant to Art. 4 Legislative Decree 

24/2023 and the same was not followed;  

c) the reporting person has reasonable grounds to believe that, if the reporting person were to 

make an internal report, it would not be effectively followed up or that the report could lead to 

a risk of retaliation;  

d) The reporting person has reasonable grounds to believe that the breach may constitute an 

imminent or obvious danger to the public interest.  
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External reports are made in written form through the IT platform or orally through telephone lines or 

voice messaging systems or, at the request of the reporting person, through a direct meeting set 

within a reasonable time, according to the Guidelines issued by ANAC itself.  

 

Public Disclosure 

Legislative Decree 24/2023 provides, however, under certain conditions, that the whistleblower also 

proceeds with a "public disclosure", i.e. to make information on violations public through the press 

or electronic means or in any case through means of dissemination capable of reaching a large 

number of people. 

This report benefits from the protection provided for by Legislative Decree 24/2023 if, at the time of 

public disclosure, one of the following conditions is met:  

a) the reporting person has previously made an internal and external report or has directly made 

an external report, under the conditions and in the manner provided for in Articles 4 and 7 

and has not been given feedback within the time limits provided for in Articles 5 and 8 

regarding the measures envisaged or adopted to follow up on the reports;  

b) the reporting person has reasonable grounds to believe that the breach may constitute an 

imminent or obvious danger to the public interest;  

c) The reporting person has reasonable grounds to believe that the external report may entail 

a risk of retaliation or may not be effectively followed up due to the specific circumstances of 

the case, such as those where evidence may be concealed or destroyed or where there is a 

well-founded fear that the person receiving the report may be colluding with or involved in 

the violator.  

The rules on the professional secrecy of journalists, with reference to the source of the news, remain 

unchanged.  

 

4.4.4 Confidentiality, Data Processing and Document Retention 

Reports may not be used beyond what is necessary to adequately follow them up.  

The identity of the reporting person and any other information from which that identity may be 

inferred, directly or indirectly, may not be disclosed, without the express consent of the reporting 

person, to persons other than those competent to receive or follow up on the reports, who are 

expressly authorised to process such data in accordance with Articles 29 and 32,   paragraph 4 of 

Regulation (EU) 2016/679 and Article 2-quaterdecies of the Code on the protection of personal data 

referred to in Legislative Decree no. 196 of 30 June 2003.  

 

Any processing of personal data provided for by this Organizational Model and by Legislative Decree 

No. 24/2023 must be carried out in compliance with Legislative Decree No. 196/2003, Regulation 

(EU) 2016/679 and Legislative Decree No. 51/2018. 

Internal and external reports and related documentation are kept for the time necessary to process 

the report and in any case no longer than five years from the date of communication of the final 

outcome of the reporting procedure, in compliance with the confidentiality obligations referred to in 

Article 12 of Legislative Decree 24/2023 and the principles of Regulation (EU) 2016/679 and 

Legislative Decree no. 51/2018. 

 

4.4.5 The procedure for making and managing reports 

For all that is not expressly regulated herein with regard to internal whistleblowing reports pursuant 

to Legislative Decree 24/2023, also for the purposes of the protection of personal data and the 

confidentiality of the whistleblower of the other protected parties, the procedure for making and 

managing reports adopted by the Company pursuant to Legislative Decree 24/2023 ("Whistleblowing 
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procedure") is understood to be referred to herein"), to be understood as an integral part of this 

Model 231. 

 

4.4.6 Information requirements 

In addition to the above reports and the provisions of the individual Special Parts, useful information 

must be transmitted to the Supervisory Body, at a general level, to facilitate the supervision of the 

suitability and effectiveness of the Code of Ethics, 231 Model and the prevention measures referred 

to therein. 
The concrete details of the information to be transmitted to the SB are specifically defined in the 

"Information flows to the Supervisory Body" procedure, as well as in the individual Special Parts of 

this Model. 
By way of example, the main types of information that must be transmitted to the SB are the following: 

✓ anomalies or critical issues found in the performance of work activities, with reference to the 

risk areas identified in the Model; 
✓ the violation of the prevention measures adopted by the Company; 
✓ the measures or news coming from judicial police bodies or from any other authority, from 

which it is possible to carry out investigations or criminal proceedings, including against 

unknown persons, for the s referred to in Legislative Decree 231/2001 concerning the 

Company and the recipients of the Model; 
✓ the outcome of the judicial investigations relating to relevant s pursuant to the Decree; 
✓ information relating to visits, inspections and investigations initiated by the competent 

Administrations; 
✓ the disciplinary proceedings carried out, any sanctions imposed or the measures to close 

these proceedings with the relative reasons, in the event that they fall within the scope of 

application of the Decree; 
✓ the lack of cooperation on the part of the company functions; 
✓ changes in the composition of the corporate bodies and the corporate organizational 

structure; 
✓ any information deemed useful and appropriate for the purpose of carrying out the functions 

of the SB 
✓ reports of malpractice or violations in the matter 231 received by the entity managing the 

whistleblowing reporting channel. 
 

4.5 REPORTING OF THE SB TO THE OTHER CORPORATE BODIES 

In order to guarantee full autonomy and independence in the performance of its functions, the 

Supervisory Body reports directly to the Board of Directors. 
In particular, the SB transmits to the Board of Directors: 

- at least annually an information report, relating to the activity carried out; 
- to the occurrence of ascertained violations of the Model, with presumed commission of 

crimes, a communication as far as it is competent. 
In any case, the Supervisory Body has the right to request its hearing from the Board of Directors, if 

it deems it necessary. 
For its part, the Board of Directors has the right to convene the Supervisory Body if it deems it 

appropriate. 
As part of the periodic reporting, the following aspects are highlighted: 

- the checks and inspections carried out by the SB and the outcome of the same; 
- any critical issues that have emerged; 
- the progress of any corrective and improving interventions of the Model; 
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- any legislative innovations or organizational changes that require updates in the identification 

of risks or changes to the Model; 
- any disciplinary sanctions imposed by the competent bodies as a result of violations of the 

Model; 
- any reports received from internal and external subjects during the period regarding predicate 

offenses of 231 Model or the Code of Ethics; 
- other information deemed significant. 

Meetings with the corporate bodies to which the Supervisory Body reports must be documented. 

The SB takes care of the archiving of the related documentation. 
Apart from what concerns the relations with the Board of Directors, following communications 

received from the SB, the company departments concerned are active to eliminate the critical issues 

indicated by providing, if necessary, to modify or update the parts of the Model concerned. They then 

provide timely communication of the solutions adopted to the SB. 
In the event that, from the investigations carried out by the Supervisory Body, elements emerge that 

can trace the commission of the  or the attempt to commit the  to one or more directors, the 

Supervisory Body must promptly report to the Control and Risk Committee, and through it to the 

Board of Directors, and to the Board of Statutory Auditors. 
 

5. DISCIPLINARY AND SANCTIONING SYSTEM 

 

5.1 GENERAL PRINCIPLES 

Pursuant to Articles. 6, paragraph 2, letter e), and 7, paragraph 4, letter b) of Decree no. 231/2001, 

the Model can be considered effectively implemented only if it provides for a disciplinary system that 

is addressed to all its Recipients and that is suitable to sanction non-compliance with the rules and 

prescriptions indicated therein as well as deriving or consequential from it.  
In fact, since the Model and the Code of Ethics – including the prevention measures referred to 

therein – introduce rules that are in themselves binding on the Recipients, the respective 

infringements are sanctioned regardless of the actual realization of a  or the punishability of the 

same, as well as the determination of any damage. In other words, the application of the disciplinary 

system and the related sanctions does not depend on the opening or outcome of any criminal 

proceedings initiated by the Judicial Authority, as well as the exercise or outcome of any contextual 

action for liability for compensation. 

Pursuant to art. 6, paragraph 2 bis of Legislative Decree 231/2001 – as amended by Legislative 

Decree no. 24/2023 implementing Directive (EU) 2019/1937 on whistleblowing – the 231 

Organisational Models must provide for a disciplinary system, adopted pursuant to art. 6, paragraph 

2, letter e) of Legislative Decree 231/2001. 

Disciplinary offences will be subject to the sanctions specified in the following paragraphs. 

The type and extent of the sanction will be proportionate to the seriousness of the infringements.  

In particular, the following will be taken into account: 

- the circumstances in which the act or omission arose and took place; 

- the subjective element of the agent (wilful misconduct, negligence); 

- the relevance of the breached obligations; 

- the potential of the damage caused to the Company and the possible application of the 

sanctions provided for by Legislative Decree no. 231/01; 

- the level of hierarchical or technical responsibility of the data subject; 

- the presence of aggravating or mitigating circumstances, with particular regard to the 

previous work performed by the recipient of the Model and disciplinary records; 

- any concurrence of responsibility of other company functions or third parties in general who 

have contributed to the violation. 
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It is the task of the SB to verify the constant adequ acy of the disciplinary system.  
 

5.2 VIOLATIONS OF THE MODEL AND THE ETHICAL CODE 

The typical violations that constitute a disciplinary offense and that are subject to disciplinary 

sanction are the following: 
➢ the commission of s provided for by Legislative Decree no. 231/2001; 
➢ the violation of the provisions of the Model, the Code of Ethics and the prevention measures 

to which the Model refers;  
➢ the violation or circumvention of the control system put in place by subtracting, destroying or 

altering the documentation or by preventing the persons in charge and the SB from controlling 

or accessing the requested information and documentation; 
➢ the lack or untruthful documentation, conservation and control of company activities related 

to sensitive areas; 
➢ violations of the duty of confidentiality and measures to protect the identity of corporate 

functions that report predicate offenses or violations of the Model; 
➢ retaliatory or discriminatory initiatives, such as retaliatory or discriminatory dismissals or 

changes in duties, against company functions that report predicate offenses or violations of 

the Model; 
➢ reports found to be unfounded and made with intent or gross negligence at the outcome of 

the internal assessment activity conducted by the SB or at the outcome of the results of 

criminal, civil or administrative proceedings. 
 

5.3 WHISTLEBLOWING VIOLATIONS 

Without prejudice to the provisions of the previous paragraph, the violation and/or failure to comply 

with the contents and provisions of the "Whistleblowing Procedure", as well as the commission of 

conduct for which Legislative Decree 24/2023 provides for the application of administrative fines by 

the ANAC1, may result in the imposition of disciplinary sanctions by the Company, as provided for in 

the Company's Company Regulations (if any) and the Collective Agreement National Labour 

Reference Regulations (CCNL Metalmechanics-Industry), against: 

a) of those who, having an obligation pursuant to current legislation and/or this procedure: i) 

have not established the internal reporting channels provided for by Legislative Decree 

 
1 In detail, the administrative fines imposed by ANAC are as follows: 

a) from €10,000 to €50,000 when it ascertains that the natural person identified as responsible has committed 
retaliation; 

b) from €10,000 to €50,000 when it ascertains that the natural person identified as responsible has obstructed 
the report or attempted to obstruct it; 

c) from €10,000 to €50,000 when it ascertains that the natural person identified as responsible has violated the 
obligation of confidentiality pursuant to art. 12 of Legislative Decree no. No. 24/2023. This is without prejudice 
to the sanctions applicable by the Guarantor for the protection of personal data for profiles of competence 
based on the regulations on personal data; 

d) €10,000 to €50,000 when it ascertains that no reporting channels have been established; In this case, the 
steering body in both public and private sector entities is considered to be responsible; 

e) from €10,000 to €50,000 when it ascertains that no procedures have been adopted for the making and 
management of reports or that the adoption of such procedures does not comply with the provisions of the 
decree; In this case, the steering body in both public and private sector entities is considered to be responsible; 

f) from €10,000 to €50,000 when it ascertains that the verification and analysis of the reports received has not 
been carried out; In this case, the manager of the reports is considered to be responsible; 

g) from €500 to €2,500, when the civil liability of the reporting person for defamation or slander in cases of wilful 
misconduct or gross negligence is ascertained, even by a first instance judgment, unless the same has already 
been convicted, even in the first instance, for the crimes of defamation or slander or in any case for the same 
crimes committed with the complaint to the judicial authority. 
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24/2023, and/or ii) have not adopted whistleblowing procedures that comply with the 

regulations, and/or iii) have omitted one or more of the activities referred to in the previous 

paragraphs; 

b) those who commit retaliation (as defined in this procedure) against the Whistleblower; 

c) those who obstruct or attempt to obstruct the Reports; 

d) of those who have not followed up on the Reports received; 

e) of those who violate the confidentiality obligations referred to in art. 12 of Legislative Decree 

24/2023 as described above2; 

f) of the Reported, if the Reports, as a result of the management process, are found to be well-

founded; 

g) of the Whistleblower, if he/she has made a Report in bad faith and/or with intent or gross 

negligence and/or in abuse or exploitation of this procedure, when his/her criminal liability 

(including with a first instance judgment) for the crimes of defamation or slander or in any 

case for the same crimes committed with the complaint to the judicial or accounting authority 

or his/her civil liability is ascertained,  for the same reason, in cases of wilful misconduct or 

gross negligence. 

As for the responsible parties, it is specified that: 

• in the cases under a), the person responsible for the sanctioned conduct is identified in the 

steering body; 

• in cases under b), the person responsible for the sanctioned conduct is the natural person 

identified as responsible for the retaliation; 

• In cases under d) and e), the person responsible for the sanctioned conduct is the person 

managing the reports3. 

 

5.4 MEASURES AGAINST EMPLOYEES 

The Model and the Code of Ethics (as well as the prevention measures, including those on 

whistleblowing pursuant to Legislative Decree 24/2023, such as the "Whistleblowing Procedure") are 

an expression of the employer's power to issue provisions for the execution and discipline of work 

(Article 2104 of the Civil Code) and, consequently, the failure to comply with them, by the employees 

of the Company, as well as, with the particularities of the respective cases, by any workers 

administered and posted,  constitute a breach of the obligations deriving from the employment 

relationship and therefore a disciplinary offense (art. 2106 of the Civil Code). 
The violation of the Model or the Code of Ethics (as well as the prevention measures, including those 

on whistleblowing pursuant to Legislative Decree 24/2023) may entail the consequences provided 

for by current legislation, collective bargaining and the Company Regulations, namely the application 

of disciplinary sanctions, in addition to compensation for any damage caused. 
With regard to employees, therefore, the disciplinary system required by the Decree coincides with 

the disciplinary system applicable by virtue of the employment contract and the Company 

Regulations and the sanctions that can be imposed are provided for by current legislation or by the 

collective bargaining applied which, in the specific case, is represented by the CCNL of the 

Metalworking and Mechanical Engineering Industry, which provides for the following sanctions: 

• verbal warning; 

 
2 This is without prejudice to the sanctions applicable by the Privacy Guarantor for the protection of personal data for 
profiles of competence based on the regulations on personal data. 
3 In this regard, it should be noted that, where the person in charge of managing reports is an internal subject of the 
company, the management of reports falls within the prerogatives attributable to the performance of the work of the 
person in charge of managing reports; therefore, any non-compliance provides for the application of the sanctions 
sanctioned by the applicable CCNL. Otherwise, in the case of an external party, the penalties provided for suppliers and 
collaborators apply. 



                       This is an English translation of the original Italian document. In cases of conflict between the English language document and the Italian  
                       document, the interpretation of the Italian language document prevails. 

 

32 
 

• written warning; 

• a fine of no more than three hours of hourly wage calculated on the minimum wage 

scale;  

• suspension from work and pay for up to three days; 

• dismissal for misconduct pursuant to art. 10. 
For the application procedure of these sanctions, reference is made to the applicable legislation on 

the labor law level and to the Company Regulations. 
Competence to exercise disciplinary action against the Company's employees, also for the purposes 

of Legislative Decree. 231/2001 and Legislative Decree 24/2023, it is up to the company functions 

with the necessary powers. 
In particular, for the purposes of art. 7, paragraph 1, of the "Workers' Statute", the Company 

disseminates this Model and the Code of Ethics, in the manner indicated in paragraph 3.1.5 also by 

way of integration of the Company Regulations, according to the most suitable methods to reach all 

the Recipients. 

 

5.5 MEASURES AGAINST DIRECTORS 

The Company rigorously assesses violations of the Model or the Code of Ethics (as well as of the 

prevention measures, including those on whistleblowing pursuant to Legislative Decree 24/2023)  

put in place by those who represent the top management of the Company. The formation and 

consolidation of a business ethic sensitive to the values of fairness and transparency presupposes, 

first of all, that these values are acquired and respected by those who guide the company's choices, 

in order to constitute an example and stimulus for all the subjects who, at any level, work for the 

Company.  
If there are  violations of the Model or the Code of Ethics (as well as of the prevention measures, 

including those on whistleblowing pursuant to Legislative Decree 24/2023) by the Directors, the 

Supervisory Body will submit the news of the infringement to the Shareholders' Meeting for the 

adoption of appropriate protection measures. 
 

5.6 MEASURES AGAINST THE MEMBERS OF THE BOARD OF STATUTORY AUDITORS, 

AUDITORS AND/OR OTHER CONTROL BODIES 

In the event of a violation  of CIVITANAVI's Organizational Model, Code of Ethics or prevention 

measures (including those on whistleblowing pursuant to Legislative Decree 24/2023) by one or 

more members  of the Board of Statutory Auditors, Auditors and/or other control bodies, the SB 

informs the Board of Directors, which shall take the most appropriate measures.  
However, the Company's right to propose actions for damages against the members of the Board of 

Statutory Auditors is reserved. 
 

5.7 MEASURES AGAINST THIRD PARTIES (SUPPLIERS, BUSINESS PARTNERS, 

CONSULTANTS, SELF-EMPLOYED WORKERS)  
Contracts with third parties working on behalf of the Company, such as supply and consultancy 

contracts, contain clauses of commitment by the third party contractor to comply with the Code of 

Ethics and the "231 system" of CIVITANAVI SYSTEMS S.p.a.. 
However, the Company's right to bring actions for damages against third party contractors is 

reserved.  
 

5.8 MEASURES AGAINST THE SUPERVISORY BODY 

In case of violation of the Organizational Model, the Code of Ethics or the prevention measures 

(including those on whistleblowing pursuant to Legislative Decree 24/2023)   of CIVITANAVI by the 
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SB, the Board of Directors takes the appropriate measures including the revocation of the 

appointment to the body and the consequent appointment of a new Supervisory Body. 
 

5.9 COMPENSATION FOR DAMAGES 

Violation of the obligations contained in this Organizational Model, in the Code of Ethics or in  the 

prevention measures (including those on whistleblowing pursuant to Legislative Decree 24/2023) 

constitutes, as the case may be, a breach of contract or a non-contractual offense.  

Therefore, if it turns out that a predicate crime has been committed by one of the Recipients of the 

Model, the Code of Ethics or  the prevention measures (including those on whistleblowing pursuant 

to Legislative Decree 24/2023), the Company reserves the right to request compensation for any 

damage suffered. 
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